Instructions for the Relius.net Multi-Factor Authentication (MFA) Login Process
Last Updated: June 10, 2021

Important Information

o If you experience difficulties and need assistance, please contact Client Care at (800) 326-7235, option 6

for assistance, and identify the problem with Relius.net MFA.

e If access to Relius.net pages behind a login is unavailable, please contact Client Care at (800) 326-7235,
option 6 for assistance, and to open an incident/ticket for Relius Support.

o While infrequent, certain login issues can occur that will require Client Care to change your Relius.net

Username.

o Ifa Username change is required, Client Care will send an email to a main contact (such as a
Decision Maker, Relius Product Administrator, or Billing contact) on your company’s account,
requesting approval for the change. If we cannot use email to confirm, we will call that contact at

the phone number we have on file for that individual and/or the main company number.

Initial Login Through MFA

Starting at the support website homepage www.relius.net select Log In in the upper-right corner next to

Welcome:

see

— |S | Relius

About Us | Support | Products and Services | News | Training | Events

Home / FIS Relius

Relius provides recordkesping and ini: e i for employee benefit p

More information can be obtained by going to FIS Financial Services - Relius.

FIS Relius Click here to check-out our newest solutions!

in the retirement plan sector.

Contact Us | Links | Search | Sitemap

n FEATURED EVENTS

Cycle-Three Document
Workshop — PPD and
Corbel
- Recorded Webinar -
Register Now

Eis -

PENSIONS ON
PEACHTREE
Virtual




You will then arrive at MFA User Login landing screen:
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User Login

T Usemame

L
| Trouble signing in?
I

"l If you are having trouble signing in, click the self-service link abowve or call the help desk at 1-844-6 FIS NOW

(244-534-7669 and say "Login fssuse™ st the product prompt

his is & FIS Applicstion environment. which may be scoessed and used only for official business by suthorized
personnel Unauthorized scoess or use of this environment is prohibited snd mey subject wiolstars to sdministratoee.
and/for eriminal. chvil action. Users (suthorized or tnauthorized) have no explicit or ineplicit expectation of privacy. All
information on this environment may be inercepted, monitored, recorded, read, copied, audited, inspectsd and disciosed

by and io authorized personnel

* Username ReliusUser

Trouble signing In? Proceed

If you are having trouble signing in, click the sef-servics ink abowe or cafl the help desk at 1-844-6 FIS NOW
(8344-634-7659) and say "Login issus” at the product prompt.
—

his iz a FIS Application environment. which may be sccessad and wsed only for official business by authorized

personnel. Unasuthonzed scoess or use of this environment is prohibited and misy subjsct violators (o administratres
and/or criminsal, civil action. Users {authorized or unasuthorized) have no esxplicit or inplicit expectation of privacy. All

information on this envircnment may be inlercepted, mo red, recorded, read, copied, sudited, inspecied and discioses

by and to suthorized personnel.




Enter the Relius.net password associated with your username, then click the Sign in button:
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User Login

Username ReliusUser

* Password e

Troublke signing in? Cancel

If you are hawving trouble signing in, click the self-service link above or call the help desk at 1-844-68 FIS NOW
{844-634-TEE9) and say "Login Issus” st the product prompt.

This is a FIS Applicstion environment. which msy be sccessed snd used only for officisl business by scthorized

personnel. Unautharized access or use of this envirenment is prohibited snd may subject violstar

it or imnplscit expectsbon of privacy. Al
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You will be taken to the “How do you want to receive your One-Time-PIN?” screen. The information that you
see populated for each option on this screen (such as, phone number(s) and email address) are what FIS has on
file under your individual contact record and company’s account. You can choose whichever option you would like
from this list (listed as Option 1-4 in the notes below) OR add a new device to receive your One-Time-PIN.

Be sure that you have access to the device you choose, as the One-Time-PIN you receive is only valid for 5
minutes.

If you do not have access to any of the devices showing, or prefer to use a different device, you can click the
+Add New Device link and setup a new device (see additional details about this further below).

7ETRRE

a How do you want to receive your One-Time-PIN?
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Option 1 — Default Voice - For this option, you will receive a phone call at the phone number showing and an
automated voice will provide you with your OTP code.

If you want to use Default Voice, select the radio button for that option, and then click the Proceed button:
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@ Your Out-of-Band PIN Device is the delivery destination where you will
receive time-limited passcodes (PINs) during the login process. The same
device will also be used for Trouble Signing In. When prompted to enter
your PIN, you will use that device to retrieve your PIN.
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Select your Out-of-Band FPIN device
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Option 2 — Phone — For this option, you will receive a text message with your OTP code, at the phone number
showing.

NOTE: This must be a mobile phone number for the text message to be received; if the number showing in the
parenthesis next to Phone is not a mobile number, please choose one of the other available options or use the
+Add a New Device to setup a new device. (Standard text and data rates may apply.)

If you want to use Phone, select the radio button for that option, and then click the Proceed button:

How do you want to receive your One-Time-PIN?

@ Your Out-of-Band PIN Device is the delivery destination where you wiil
receive time-limited passcedes (PINs) during the login process. The same
device will also be used for Trouble Signing In. VWhen prompted to enter
your PIN, you will use that device to retrieve your FIN.

Select your Out-of-Band FIN device
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Option 3 — Default Email - For this option, you will receive an email with your OTP code, at the email address
displayed.

NOTE: If you choose this option and do not receive the email in your Inbox, please check your Spam/Junk folder.

If you want to use Default Email, select the radio button for that option, and then click the Proceed button:

1 @ vour Out-of-Band PIN Device is the delivery destination where you will

J.' receive time-limited passcades (PINs) during the login process. The same
o device will also be used for Trouble Signing In. When prompied to enter

N your PIN, you will use that device to retrieve your PIN.
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Option 4 — Default Mobile - For this option, you will receive a text message with your OTP code, at the mobile
phone number showing.

NOTE: This must be a mobile phone number for the text message to be received; if the number showing in the
parenthesis next to Phone is not a mobile number, please choose one of the other available options or use the
+Add a New Device to setup a new device. (Standard text and data rates may apply.)

If you want to use the Default Mobile, select the radio button for that option, and then click the Proceed button:

How do you want to receive your One-Time-PIN?

@) Your Oui-of-Band PIN Device is the delivery destination where you will
receive time-limited passcodes (PINs) during the login process. The same
device will also be used for Trouble Signing In. When prompted to enter
your PIN, yvou will use that device fo retrieve your PIN.

Select your Out-of-Band PIN device
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If you want to test any of the options listed, select the radio button for the device you want to test, then click the
Test Device link (in the example below, the email device option is selected — you should see a similar A test
message has been sent successfully message when choosing any of the device options in the list and clicking
the Test Device link):

How do you want to receive your One-Time-PIN?

" Adest messaie has been sent successiully x

@ Your Out-of-Band PIN Device is the delivery destination where you will
receive time-limited passcodes (PINs) during the login process. The same
device will also be used for Trouble Signing In. When prompted to enter
your PIN, you will use that device to retrieve your PIN.

Select your Out-of-Band PINM device
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If you need to add a Device, click the +Add New Device link:

You will then see the following dialogue:

Add a New Device

* Device Mame:

Device Profile: Email

* Email Address:

Enter a name in the Device Name box (the name is whatever you choose), make a selection in the Device
Profile dropdown box, and once you do, the second * marked field will change to correspond to the Device Profile
selection you made — enter the applicable information into that field (in the following example, SMS/Text
Message option was selected for Device Profile and a mobile phone number was entered into the Route to
Number box):

Add a New Device
* Device Name: Current Cell
Device Profile:  |SMS/Text Message E|

* Route to Number: 8045555555
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Note that users entering a domestic US phone number should enter their 10-digit phone number (e.g.,
9045555555) or the full international phone number (e.g., +19045555555) and emails should use standard email
format (e.g., jane.smith@company.com). Click the OK button and you will see the new Device listed, available for

you to select:

How do you want to receive your One-Time-PIN?

@ our Out-of-Band PIN Device is the delivery destination where you will
receive time-limited passcodes (PINs) during the login process. The same
device will also be used for Trouble Signing In. When prompted to enter
your PIN, you will use that device to retrieve your PIN.

Select your Cut-of-Band PIN device

Default Voice (NG

Phone (I
Default Mobile (NS

Cumrent Cell (2045555555)

Deraut Emait (N

«d Test Device =+ Add a New Device
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Once you have selected a Device and clicked Proceed, you should arrive at the Validate your One-Time-PIN
setup screen and whatever Device you chose will show in the message, partially masked (email option shown in
below example):

!

Validate your One-Time-PIN setup

@ An OTP code has been sent to your email address
AEEEAE com, Please enter it below to complete the
OTP device registration process.

—
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*OTP Code

e i

Reconfigure OTP Device ‘ Cancel Validate OTP

Once you receive your OTP code (via the Device you selected — the code must be used within 5 minutes), enter

that code into the OTP Code box and then click the Validate OTP button:

bl

Validate your One-Time-PIN setup

4
/
(
-‘;. @@ An OTP code has been sent to your email address
'., T .com. Please enter it below to compiste the
o OTP device registration process:
N *OTP Code ,
\ i
F

If you did not receive the OTP code, please wait a minute or try reconfiguring your device.

y
i\ Reconfigure OTP Device Cancel validate OTP

It you did not receive the OTP code, please wait a minute or try reconfiguring your device.




If the validation was not successful, you can try entering the OTP Code again and clicking the Validate OTP
button once more. If it still does not validate, you can click the Reconfigure OTP Device and select the same
device, to get another OTP Code sent to it, or choose a different device.

If the validation was successful, you should see the “Desktop Registration” screen and you should select the
applicable radio button option.

o If you click the “No, this is not my computer or mobile device” option you would then click the Proceed
button.

With this option, a One-Time PIN will be required the next time you go to login to Relius.net from that
device or another unregistered device.

ALEE

Desktop Registration

@ Np, this is not my computer or
maobite device.

Device Registration

Yes, this is my computer or mobile
P device that | use regularly

/ IT you are using this computer at home or work, or this is your

y personal mobile device, you can register it to skip the security

) guestions or PIN Code in the future. This should only be done on
" Your own secure computer or device where nobody else uses it

\ {never select this option on a shared compuier in a public

! location). Providing a device name will enable you to identify this
N registration uniguely.
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If you click the “Yes, this is my computer or mobile device that | use regularly” option, you will be
prompted to enter a nickname in the Device Name field (such as My PC), then click the Proceed button.

With this option, a One-Time PIN will NOT be required the next time you go to login to Relius.net.
NOTE: For security purposes, reauthentication of the user login and device, using MFA, will be required
periodically.

LN TRENEY

Desktop Registration

Mo, this is not my computer or
mobile device.

Device Registration

® Yes, thisis my computer or mobile
device that | use regularty

Device Mame Enter mickname (=]

IT you are using this compuier at home or work, or this is your
personal mobile device, you can register it to skip the security
questions or PIN Code in the future. This should only be done on
Yyour own secure computer or device where nobody else uses it
{(never select this option on & shared computer in a public
location). Providing a device name will enable you to identify this
registration uniguely.
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Once you have completed the above process, you will then be logged into the Relius.net website and arrive on

your My Profile page of Relius.net:

fee

1S | Relius

About Us | Support | Products and Services | News | Training | Events

Home / Login / FIS Relius

Relius User Login D profile

My Profile
Change Username  SunGard Corbel Internal Web Access is licensed for the following Relius Software Products:

Change Password
Change Contact Data
Change Company Data
Subscribe

Feedback

Log Out

s Add-on modules and number of licensed users not listed,

# Click on any of the following products to view the main support page.

Relius Administration

Contact Us | Links | Search | Sitemap

Welcome, IS | My Profil | Log Out

Subsequent Login Through MFA

The next time you go to login to the Relius.net website you will again start at the website homepage

www.relius.net select the Log In in the upper-right next to Welcome:

see
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FIS Relius Click here to check-out our newest solutions!
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If you previously selected Yes, this is my computer or mobile device that | use regularly, you should see the
User Login screen below and will be prompted to enter your Relius.net password.

User Login

* Password l.....l..lll

If you are having trouble signing in, click the seli-service link above or call the help desk at 1-844-6 FIS
NOW (344-634-7669) and say "Login Izsus” at the product prompt

This is a FIS Appbcafion envronment, which may be sccessed and used only for officisl business by suthorzed
personnel. Lnauthorized access or use of fhis environment is prohibited snd may subject violstors to edministrative,
andior criminal, civil action. Users {suthorized or unauthorized) hawve no explicit or implicit expectation of privacy. AN
information on this environment mey be intercepted, montored, recorded, resd. copied, sudited, inspected and disclosed

by and to suthorized perscnnel

Upon clicking the Signin button, you will be logged into Relius.net.
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If you previously selected No, this is not my computer or mobile device that | use regularly, you should see
the following and will need to input your Relius.net password, input the PIN Code (you will receive at that time,
on the device you chose during a previous login), select one of the Device Registration* options, and then click
the Sign In button:

m”m-"..-ﬁ
| User Login ’
-
F
i
a} @ Please check your One-Time-PIN device to get the PIN code 1o use below
¢ :
§ ‘
B L
¢ Usemname
; * passwond [T T T T i
."-. " PIN Code LT T
;-‘ Mo, Ihis is nol my computer or mobille device
‘ Device Registration ' : Y P - O -
®  Yes, this Is my computer or moblle device that
s | use reguiany
';l
Device Name My PC| b (=]
It wou are using this computer at home or work, or This Is your persanal mobile
device, you can register it 10 skip the security guestions or PIN Code in the
Tuture. This should only be done on your OWn Secune computer or device where
nobody else wses i (never select This oplion on a shared computer in a public
location ). Providing a dewvice name will enable you 1o kdentity This registration
LIM R LE Ty
Trouble signing in? Canceld | Sign in 2
-

*Please note that the Device Registration option does not appear for registered devices.
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If you cannot recall the Device you selected during the previous login, or you are not receiving the OTP Code on
the Device you think you setup previously, click on the Trouble signing in? link:

User Login

* Username

A\ Y 4

Ll L L sk

e e P T S T

If you are having trouble signing in, click the self-service link above or call the help desk at 1-844-6 FIS
NOW (244-534-7669) and say "Login Issus” at the product prompt.

This is a FIS Applcation snvironment. which mey be accessed and used only for official business by suthorzed
personnel, Unauthonzed ecoess or use of this envircnment is prohibited and may subject wiclators to sdminstrative,
and/or criminel, civil sction. Users {authorized or tnsuthorized ) hawve no explicit or implicit expectation of privecy. Al
information on this environment may be intercepted, monitored, recorded, resd, copisd, suditsd, inspected and disclosad

by and to authorized perscnnet

You should then see the Problems signing in to your account box and would choose the last option — | have
problems with the One-Time-PIN (NOTE: the other options listed here may NOT work), enter your Relius.net
Username, then click the Proceed button:

Please select your issue-

I forgot my passwaord.

| fTorgot my username
I think my account is locked

® | have problems with the One-Time-PIN

Enter the email address, usermame or alias that you use to sign in.

Reliusiiser

=
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You should then see the two options available to choose from under Select Your Problem.

e If you choose the | don’t know my One-Time-PIN device option and click the Proceed button you
should then get a message an email has been sent to you advising of the device:

Select your problem:

® | don't know my One-Time-PIMN device.

I want to reset my COne-Time-PIMN device.

FPassword

| Cancel Proceed

Thank you. An email informing you of your One-Time-PIN device

has been sent to your registered email address.

You should then receive an email (within a few minutes) from idp-noreply@fisglobal.com — advising you of the
device you setup previously. You can click the OK button (above) and proceed through the remainder of the login
process.
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e If you choose the | want to reset my One-Time-PIN device option, enter the Password associated with
your Relius.net Username, and click the Proceed button you will then get a message an email has been
sent to you to reset your device:

.
S —— N

Problems signing in to your account.

Select your problem:

I don't know my One-Time-PiM device.

3 -'II: ®' | want to reset my One-Time-PIN device.
Password

Cancel Proceed

Thank you. Atemporary One-Time-PIN device reset link has been
sent to yvour registered email address.
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You should then receive an email (within a few minutes) from idp-noreply@fisglobal.com - click on the link within
the email (must be used within 2 hours) and it will take you to the MFA User Login screen. Your Username
should be auto populated, you will need to enter the Relius.net password associated with your Username and
click Sign in button:

User Login

username [N

* Password -.-.-o-.-..l

Trouble signing in? Cancel

If you are having trouble signing in, click the self-service link above or call the help desk at 1-844-6 FIS
NOW (844-634-7869) and say "Login Izsus” at the product prompt.

This is a FIS Appbesficon envmonment, which may be sccessad and used only for official business by authonzed
personnel. Unauthorized access or use of this environment is prohibited snd may subject violstors to edministrative,
andor criminal, civil action. Users (authonzed or unauthorized) have no explicit or implicit expectstion of privacy. All
information on this environment may be infercepted, monitored, recorded, resd. copied, sudited, inspected and disclosed

by and to suthorized personnel

You should then see the How do you want to receive your One-Time-PIN? screen, where you can choose one
of the available options OR use the +Add a New Device link to add a new email or phone number for your OTP
Code to be delivered to and proceed through the same login process that you went through during the initial MFA
login process.

Again, if you experience difficulties and need assistance, please contact Client Care at (800) 326-7235, option 6
for assistance, and identify the problem with Relius.net MFA.
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